Document Influence Factors (Overview) 

What are the Business Rules that govern engineering drawing acquisition?

· Change Management 

· Access & Security

· Data Policy & Public Law

· Usage

Assess present and proposed Environment & Infrastructure where engineering drawings are managed.  

· Data Integrity

· Digital Environment 

· Links among OEM & subcontractor & Government

· User Needs & Capabilities

· Oversight Options

Drawing Acquisition Process: Decision #1:

· Building Business Rules for Drawing (TDP) Acquisition

Definition of the support philosophy will dictate the level of drawing design disclosure needed. This is the EARLIEST DECISION…it applies to 

How to manage change

Spares management

Obsolescence management

Repairs and who performs it

Operational Support Documents

Who is to manage these documents

Training of users

It is important that the engineering drawing package be delivered to the users to support its intended use. Business Rules determine how (and by who) the program operates.  

1. Will the government assume change authority over the drawings?

If yes, there must be compatibility between government systems and the OEM system for creation and modification of the data.

2. Will the government, at any point in the life cycle, assume design authority and responsibility for drawing maintenance? If yes, determine the approval process.


Establish acceptance and/or approval criteria. Note that drawing approval indicates the government accepts responsibility for the configuration of the item. Drawing acceptance means that the OEM remains responsibility. Approval before the design becomes stable is not recommended. 

Cite Technical Data Conformity clause (DFARS 252.227.7036). This facilitates the digital data process as it is impractical to perform detailed in-process reviews in a digital environment.  

3. Government will use data in competition involving spares or maintenance. 

This means the intent to procure or manufacture equipment, components or spares from the OEM or an alternate source. MIL-DTL-31000A applies as do the Rights in Data Clauses (DFARS 252.227.7013) that establish the rights for full (and limited) disclosure. Establish Technical Data Marking requirements for data with “restrictions” (use DFARS 252.227.7025 & 7037).  

To ensure obsolescence oversight establish Data Rights and Government Use Rights. 

4. Establish Access rules and security of unclassified technical data. 

Define the required distribution statement to be placed on sensitive documentation. DoDD 5230.24 & 25 apply (see pamphlet DoD 5230.25-PH)

5. Address implementation of Digital Data Policy Requirements. 


Define a digital process for rapid and responsive identification of needs (how do you determine if what was (will be) delivered is what you needed) [a CM challenge]

The existing Infrastructure (the existing ability to manage data assets) influences the establishment of business rules. 

· Identification of an Infrastructure that will manage drawing assets:

6. Rule relating to Infrastructure: Integrity of the Data must be assured regardless of its physical location. 

7. In a digital deliverable what presently exists in the government, the prime and sub-contractor community that might facilitate (and might be a roadblock to) a digital data environment?

What formats are used by the main participants? Compatibility and free access need definition. 

Determine history of (potential) vendor and sub-vendor practices. 

Data Environment: Instructions that govern data. Where does the user community reside (and do their work)? Capability to access external data. Security of DoD unclassified, sensitive data is a factor at many user sites. (shipyards?)

Which formats are compatible in the existing Infrastructure?

Identify the players: government, prime, sub-contractors. What are their capabilities to generate, manage, store and use data. Is there a standard format used within each entity (OEM, subs, etc)?

How is data stored and provided to users. 

Who is the key manager of distributed information, how do they operate and in what environment?

What restrictions need to be placed on data?

8. Interfaces: Is data stand-alone or must it be linked to an existing set of data? 

9. Operational units are users of the data. What is the necessary capacity to access, store and display the data? 

10. Who needs access and how do they get access to data. What are the existing processes. 

11. Logistics environment where data is used and how used.  (Is it a factor in training, in operations, in maintenance?).

12. Is oversight achievable and can adequate metrics be obtained to reflect performance. 

